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1. ABSTRACT 
This lab will introduce participants to Cisco Packet Tracer through a set of short logical workshops involving 

the creation and simulation of simple ideal networks. It will also strengthen participants knowledge of OSI 

Layers 2 and 3 through the study of protocol fields using the Wireshark application in conjunction with 

command prompt functions built into participants devices. 

 

 

2. INTRODUCTION AND OBJECTIVE 

Part 1 
Understand the principles of simulations and explore the logical workspace and operations of Cisco Packet 

Tracer.  

 

This will involve opening and exploring Cisco Packet Tracer, placing and connecting network components in 

the workspace, and sending messages and signals between them through tools in the app. 

 

Part 2 
Understand the main principles of OSI Layer 2 protocols and devices through exploration of fields in ethernet 

frames, exploration of ARP protocol, and the seeing the relationship between MAC IP addressing.  

 

This will involve the capturing of traffic of specific protocols and scrutinising them in the Wireshark 

application, specifically IPv4, IPv6, and ARP protocols to find the contents and purpose of their headers and the 

fields contained within them. 

 

Part 3 
Understand the main principles of OSI Layer 3 protocols and devices through the exploration of fields in IP 

packets/datagrams, exploration of the ICMP protocol, and seeing packet fragmentation in action.  

 

This will involve the capturing of traffic of specific protocols and scrutinising them in the Wireshark 

application, specifically IPv4, IPv6, and ICMP protocols to find the contents and purpose of their headers and 

the fields contained within them. 
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3. RESULTS AND DISCUSSION 
 

Part 1 
Exercises 

4.1 Creating a simple topology: 

 
Fig 1. Network topology comprising of one network hub and two PCs. 

 

For connecting the hub to each PC, a copper straight-through cable is used. 

 

 

 4.2 Creating a simple topology with switch: 

 
Fig 2. Network topology comprising of one network switch and two PCs. 

 

 

Q: How does the physical interface of a switch look like? 

 
 

Fig 3. Physical device view of a switch 

It has many ethernet ports for both copper cabling and fibre optics, a power switch and an IEC power socket.  

 

4.3 Creating multilevel topologies 
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Fig 4. Multilevel topology 

For connecting the switch to the hubs, a copper cross-over cable is used since they are both devices that function 

in Layer 2.  

 

 

Questions 

1. Learn how to customize the Cisco Packet Tracer options, for doing that click on help>tutorials. It will 

open a browser and a tutorial will be displayed. Click on getting started and click the three tutorials about 

options. 

 
Fig 5. Learning about the basics through the built-in tutorials. 

 

2.  Learn how to create a topology, for doing that click on help>tutorials. It will open a browser and a tutorial 

will be displayed. Click on getting started and click the second tutorial about options. 

 
Fig 6. Learning about creating a topology through the built-in tutorials. 

 

3. Provide and explain two options of Common Tools Bar. 

The Common Tools Bar is the top bar shown in with the white background shown in Fig 1. The first one shown 

with the Hotkey ‘N’ lets us place a custom note. 

 
Fig 7. “Place Note” option on the Common Tools Bar 
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Fig 8. Written note with the “Place Note” tool 

 

The second tool shown is the “Select Tool”. It lets us select multiple elements and perform operations on all of 

them. 

 

 
Fig 9. “Select’ option on the Common Tools Bar 

 
Fig 10. Deleting selected elements. 

 

 

4. Provide and explain four Device-Type that can be used on the simulator. 

 
Fig 11. Device List at the bottom-left of the GUI 

 

1. Network Switches: A network device that filters and forwards packets in a LAN network. It determines 

the destination of the packet by examining the MAC address in the header. Integrity checks are also 

done depending on the switch type.  

2. Network Hubs: A multi-port repeater that repeats data sent in one input node to all other nodes. 

3. End Devices: Simulates source and destination devices that send data over networks (e.g. PC, Servers, 

Printers).   

4. Boards: Simulates a microcontroller board with General Purpose Input Output (GPIO) pins and 

programmable chips that be used to perform operations on signals. 

 

5. Provide your personal feedback about the simulator, is it friendly? Is it useful? 

 

Yes, it is quite user-friendly. One feature we particularly enjoyed was the interactable physical interface 

(Physical Device View) of each device. As a simulator, it does a good job of providing on-hands experience 

with managing networks. 
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Fig 12. Physical Device View 

 
  
 

Part 2 
 

Exercises 

4.1 Capturing and analysing ethernet frames. 

 Step 7: 

 

 
Fig 13. Frame 5526 on Wireshark after filtering out the IPv4 Protocol 

 

The expanded frame in Fig 13. contains the HTTP GET message. 

 

1. What is the 48-bit ethernet address? 

 
Fig 14. Source Address of Frame 5526 

 

2. How does Wireshark know the brand of your PC? 

This information is not visualized in the destination address shown in Fig 14. But in technicality, the first three 

bytes of the MAC address determines the manufacturer. 

  

3. What is the 48-bit destination of the ethernet frame? 

 
Fig 15. Destination Address of Frame 5526 
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4. How does Wireshark know the brand of the remote device? 

This information is not visualized in the destination address shown in Fig 13. But in technicality, the first three 

bytes of the MAC address determines the manufacturer. 

 

5. Give the hexadecimal value for the two-byte frame field. What upper layer protocol does this correspond to? 

 
 

Fig 16. The two-byte frame field 

 

The hex values 0x0800 corresponds to the IPv4 protocol. 

  

 Step 8: 

 
Fig 17. Frame 5554 on Wireshark after filtering out the IPv4 Protocol 

 

The expanded frame in Fig 17. contains the HTTP OK message. 

Q1: What is the value of the ethernet source address? 

 
Fig 18. Source Address of Frame 5554 

6c:0b:5e:6c:47:95 

Q2: What is the destination address of the ethernet frame? Is this the ethernet address of your computer? 

 
Fig 19. Destination Address of Frame 5554 

88:fc:5d:7f:7c:76 

Yes, the source and destinations are reversed from the HTTP GET message. 

 

Q3: Give the hexadecimal value for the two-byte Frame type field. What upper layer protocol does this 

correspond to? 

 
 

Fig 20. The two-byte frame field 

 
The hex values 0x0800 corresponds to the IPv4 protocol. 
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4.2 Capturing and analysing Address Resolution Protocol (ARP) 

 Step 1:  

 
Fig 21. CLI output of $ arp -a 

The command line is `arp -a`. It shows the ARP table of the computer. The table is a translation table of the IP 

addresses and their respective MAC addresses. The type can either be `dynamic` which means it will timeout 

after a certain period if it does not get refreshed or `static` which means it is fixed and will not change 

automatically. 

 

 Step 2: 

 
Fig 22. CLI output of $ arp -a ; after clearing ARP cache 

 

The command line to clear all ARP cache is `arp -d *`. The wildcard states to delete all entries. Now we can see 

that the ARP table is mostly empty. 

 

 Step 4: 

 
Fig 23. Frames 1868-1869 and ipconfig output 

 

Q1: What are the hexadecimal values for the source and destination address in the Ethernet frame containing the 

ARP request message? 

The corresponding frame is frame 1868, the source address is 6c:0b:5e:6c:47:95, and the destination address is 

Broadcast, in hexadecimal values this is ff:ff:ff:ff:ff:ff. 

 

Q2. Give the hexadecimal value for the two-byte Ethernet Frame type field. What upper layer protocol does this 

correspond to? 

 
Fig 24. Two-byte Ethernet Frame type field 

The hexadecimal values 0x0806 correspond to the ARP protocol. 
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(a) What is the question of the ARP? 

 
Fig 25. ARP question  

The question is “Who has [target]? Tell [sender].  

 

(b) Does the ARP message contain the IP and MAC address of the sender? 

 
Fig 26. ARP frame field of Frame 1868 

 

Yes, it does, as seen in Fig 26. 

 

(c) Does the ARP message contain the IP and MAC address of the target? 

No, it does not, it only includes the IP address of the target, as seen in Fig 24. The target MAC address in the 

request is just the broadcast address. 

 

(d) What is the target IP address? 

The target IP address is 10.134.15.254. 

 

(e) What is the value of the opcode field within the ARP-payload part of the Ethernet frame? 

 

 
Fig 27. Opcode hexadecimal value of Frame 1868 

The hexadecimal value for the opcode field is 0x0001 and referring to the opcode field in Fig 26 the value 

means that it is a request. 

 

Q3. Now find the ARP reply that was sent in response to the ARP request. 

 

Referring to Fig 23, the ARP reply is the proceeding frame, 1869. 

 

(a) What is the answer of the ARP? 

 
Fig 28. ARP Answer 

The answer is “10.134.15.254 is at 88:fc:5d:7f:7c:76”. 

 

(b) Does the ARP message contain the IP and MAC address of the sender? 

 
Fig 29. ARP frame fields of Frame 1869 

Referring to Fig 29, yes it does. 

(c) Does the ARP message contain the IP and MAC address of the target? 

Referring to Fig 29, yes it does. 

(d) What is the target IP address? 

The target IP address is 10.134.15.166. 
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(e) What is the value of the opcode field within the ARP-payload part of the Ethernet frame? 

  

 
Fig 30. Opcode hexadecimal value of Frame 1869 

The hexadecimal value for the opcode field is 0x0002, and referring to the opcode field in Fig 29 the value 

means that it is a reply. 

 

Q4. Check again the ARP table and provide the output.  

 

 
 

Fig 31. New ARP table 

 

4.3 Basic configuration of a network switch 

  

 Step 2: 



Laboratory Report EEET2368 

Page 10 of 22 

 

 
 

Fig 32. Topology created according to manual 

 

 Step 4: 

Q1: Explore the show command ‘show ?’ 

 

 
Fig 33. Output of ‘show ?’ 

It brings up a help menu. 

 

Q2: Explore the interfaces of the switch; what is the command line? What is displayed? 

The command line is a terminal where we can type commands and receive telemetry on what is happening in the 

switch.  

 
Fig 34.. Part of the command line shown at startup  

 

When it starts up, we can see the BIOS starting and the router completing Power-on self-test (POST). We can 

also see the hardware properties of the switch and respective licenses. 

 

Q3: Check the ARP table, what is inside? 

 
 

Fig 35. Checking ARP table 
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There is no output, the table is empty.  

 

Q4: Check the MAC address table, what is inside? 

 
Fig 36. Checking MAC address table 

 

The table is also empty. 

 

 Step 5: 

 
Fig 37. Configuration of PC4 

 Step 6: 

Q1: Check the ARP table (arp -a), what is inside? 

 
Fig 38. ARP table of PC4 

PC4 was chosen for this step. The table is empty. 

 

Q2: Ping one of the other PCs 

 
Fig 39. Pinging PC1 from PC4 

The IP address of PC1 is 10.0.0.10. 

 

Q3: Check the ARP table (arp -a), what is inside? 

 
Fig 40. ARP table of PC4 

The ARP table is now populated with the IP and MAC addresses of PC1. 
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Step 7:  

Q1: Check the ARP table (of the switch), what is inside?  

 
Fig 41. ARP table of Switch 

The ARP table still appears empty. 

 

Q2: Check the MAC address table (of the switch), what is inside? 

 
Fig 42. MAC Address table of switch 

 

The MAC address table is now updated with both PCs MAC Addresses and the ports they are connected to. 

 

 Step 8: Ping all the PCs 

Pinging from the network switch does not successfully yield anything, so all the PCs are pinged from PC4 in the 

same way as Fig 39. 

 
Fig 43. Trying to ping from switch 

 

Q1: Check the MAC address table (of the switch), what is inside? 

 
Fig 44. MAC Address table of the switch 

 

The MAC address table is now updated with every PCs MAC Addresses and the ports they are connected to. 

 

Q2: What is the role of a Switch? What is the role of MAC Address Table 
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The role of the switch is to connect devices in a network and forward data packets between them. A switch will 

only send data to the desired recipient on the network, and it knows the recipient’s location from its mac-

address-table and from data contained in the IPv4 packet header created by the transmitter device. [7] 

 

The role of the MAC address table is to keep track of the addresses of all devices in the switches network to 

give it an accurate path for digital traffic so that packets reach their intended destination only. 

 

 

Questions 

 

1. What is the default amount of time and entry remains in your ARP cache before being removed? 

 

According to sources online [1], the ARP lifetime for windows devices is generally between 10-20 minutes. 

Though connections are refreshed each time they are accessed. 

 

2. Why is an ARP table required? At which layer of communication is the MAC address requested? Is it 

possible to access the internet without MAC address? 

 

The ARP table is required to map IP addresses to each MAC address in LAN, which allows devices to 

communicate with each other and with the internet.  

MAC addresses are requested in the Layer 2 protocol in both the OSI model and the TCP/IP model. 

Generally, a MAC address is not required itself to access the internet as that process needs an IP address 

(Internet Protocol) not a MAC address. The issues you may face by not having a MAC address are that 

communication between devices on your own network may be suboptimal. 

 

3. Repeat section 3 (see appendix) of the exercises using a HUB to determine whether HUBS and Switches 

are equal or not.  

 

In the current configuration, just replacing the switch with a hub will not work. As cross-over cables can 

only be used between devices that operate at the same layer. The switch here is operating at Layer 2, the 

Data Link Layer, which does handle MAC addressing. Hubs only operate at Layer 1 since they only repeat 

the message from one node in all other nodes. 

 

By replacing the cross-over cables with straight-through cables, we can ping the other PCs. 

 
 

Fig 45. Data moving in a hub configuration 

 

Hubs and switches are not equal. While switches keep and maintain a NAT table to directly send packets to 

their intended recipients, hubs do not, instead forwarding data to every connected device regardless of the 

intended recipient. Simply put, switches are smarter than hubs. 
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Part 3 
Exercises 

4.1 Capturing and analysing IP packets and datagrams 

 Step 2: 

 
Fig 46. “ping” output 

Simply brings up a help manual  

 Step 3: 

The command “ping www.google.com -n 20”, referring to the manual means that 20 echo requests will be sent 

to the target address. 

 

 Step 5: 

 
Fig 47. Wireshark capture contents  

 

4.2 A look at the captured trace 

 Step 1:  

Referring to Fig 47, the request message chosen here is Frame 456. 

 
Fig 48. Expanded view of frame 456 

 

Q1: What is the IP address of your computer? What is the source and destination address? 

 

https://www.ggogle.com/
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Fig 49. Source and destination addresses of frame 456 

Source address: 10.134.15.166; Destination address: 172.217.167.100 

 

My IP address is 10.134.15.166 , as confirmed in cmd. 

 
Fig 50. ipconfig output on host pc  

 

Q2: Within the IP packet header, what is the value in the upper layer protocol field? 

 
Fig 51. Upper layer protocol field of frame 456  

 

The value in the Upper Layer Protocol field is 1, which refers to ICMP. 

 

Q3: How many bytes are in the IP header? How many bytes are in the payload of the IP datagram? Explain how 

you determined the number of payload bytes. 

 

  
Fig 52. IP Header length of frame 456 

 

 
Fig 53. Payload length of frame 456  

 

Referring to Fig 52 and 53, the IP header length is 20 bytes, and the number of payload bytes is 32 bytes.  We 

can determine that by hovering over the last set of hex strings and Wireshark will tell us that bytes 42-73 (32 

bytes) are reserved for the payload (as seen in Fig 53). 

  

Q4: Has this IP datagram been fragmented? Explain how you determined whether the datagram was fragmented 

or not. 

 
Fig 54. Flags of frame 456 

 

Referring to Fig 54, in the IPv4 header it is shown that the fragment offset is 0. This would mean that the packet 

has not been fragmented, which seems reasonable as the total frame length is 592 bits. TCP’s maximum 

segment size (MSS) is roughly 536 bits for IPv4 [6], and MSS does not include the IP and ICMP headers which 

are 20 and 40 bytes respectively, leaving us well below. 

 

Q5: What is the value in the Identification field and the TTL field? 

 
Fig 55. Identification field of frame 456 

 

 
Fig 56. TTL field of frame 456 

The value in the identification field is ‘0xb101’ or 45313 in decimal. 
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The value in the TTL field is 128, which refers to 128 seconds. 

 

 

 Step 2: 

 
Fig 57. Expanded view of frame 458 (REPLY message) 

Q1: What is the IP address of your computer? What is the source and destination address? 

 
Fig 58. Source and destination addresses of frame 458 

Source address: 172.217.167.100; Destination address: 10.134.15.166 

My IP address is 10.134.15.166, referring to Fig 50. 

 

Q2: Within the IP packet header, what is the value in the upper layer protocol field? 

 
Fig 59. Upper layer protocol field of frame 458 

 

The value in the Upper Layer Protocol field is 1, which refers to ICMP. 

 

Q3: How many bytes are in the IP header? How many bytes are in the payload of the IP datagram?  

 

 
Fig 60. IP Header length of frame 458 

 
Fig 61. Payload length of frame 458 

 

Referring to Fig 60 and 61, the IP header length is 20 bytes, and the number of payload bytes is 32 bytes. 

 

Q4: Has this IP datagram been fragmented?  

 

 
Fig 62. Flags of frame 458 

 

 



Laboratory Report EEET2368 

Page 17 of 22 

 

Referring to Fig 62, in the IPv4 header it is shown that the fragment offset is 0. It also has no true values on its 

fragmentation flags. This This would mean that the packet has not been fragmented, which seems reasonable as 

the total frame length is 592 bits. TCP’s maximum segment size (MSS) is roughly 536 bits for IPv4 [6], and 

MSS does not include the IP and ICMP headers which are 20 and 40 bytes respectively, leaving us well below. 

 

Q5: What is the value in the Identification field and the TTL field? 

 
Fig 63. Identification field of frame 458 

 
Fig 64. TTL field of frame 458 

 

The value in the identification field is 0. 

The value in the TTL field is 112, which refers to 112 seconds. 

 

Q6: Do these values remain unchanged for the ICMP Echo Reply sent to your computer by the nearest (first 

hop) router? Why? 

 

The values that should remain unchanged for all ICMP Echo replies are: 

- Type and Code: ICMP echoes always have a type value of 0 and a code value of 0 

- ICMP Identifier and Sequence number: The identifier field and sequence number field will both always 

match the echo request’s corresponding fields. (referring to Fig 48 & 57) 

- Data: The echo echoes the data sent in the request. 

 

4.3 Fragmentation 

Q1: Analyse the first fragment of the fragmented IP datagram (92): 

 
Fig 65. Frame 92 

(a) What information in the IP header indicates that the datagram has been fragmented? 

The flags field indicates “more fragments” 

(b)  
Fig 66. “More fragment” flag in frame 92 

(c) What information in the IP header indicates whether this is the first fragment versus a latter fragment? 

But the fragment offset is still 0 (referring to Fig X) so this must be the first fragment. The third line under 

the ‘flags’ header denoting more fragments to come also says “set”. The datagram is set to be reassembled 

in IPv4 frame: 93. Frame 93 should contain the only other segment. 

 
Fig 67. Reassembled field of frame 92 

 

(d) How long is this IP datagram? 

The data itself is 1480 bytes but including the headers, the total length of the datagram is 1514 bytes (referring 

to the top of Fig X) 

 

Q2: Analyse the second fragment of the fragmented IP datagram (93): 

 
Fig 68. Frame 93 

 

(a) What information in the IP header indicates that this is not the first datagram fragment? 

The fragment offset indicates that this is not the first datagram fragment. 
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Fig 69. Fragment offset of frame 93  

 

(b) Are there more fragments? How can you tell? 

We can tell there will be no more fragments because the “More fragments” flag is not set. 

 
Fig 70. “More fragments” flag of frame 93 

 

 

(c) What fields change in the IP header between the first and the second fragment? 

Referring to Fig X and Fig X 

- Total Length: changed from 1514 to 562 

- More fragments flag went from ‘set’ to ‘not set’ 

- Fragment offset: since the second fragment was offset by the total length of the first minus the IPv4 header 

length. (1480) 

- The header checksum has changed, because it’s a different header. 

- The last line has changed since it is acknowledging all the data it has received in the second packet. 

 

4.4 Basic analysis of routers (static route) 

 

Q1: What is the IP address of PC0 and PC1?  

 
Fig 71. “ipconfig” output of PC0 

 

IP address of PC0: 1.0.0.2  

 

 
Fig 72. “ipconfig” output of PC1 

 

IP address of PC1: 4.0.0.2  

 

Q2: From PC0 ping PC1, is ping working? 
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Fig 73. Pinging PC1 from PC0 

The first three requests time out but the ones starting from the fourth work normally. 

 

Q3: In PC0 using the command line ‘tracert [PC1 IP address]’, check what is the path for reaching PC1. 

 

 
Fig 74. Tracing PC1 from PC0 

 

The path is 4 hops long and includes:  

1.0.0.1 (Router 1) → 2.0.0.2 (Router 2) → 3.0.0.2 (Router 3) → 4.0.0.2 (PC1) 

*Router IP addresses confirmed from their “FastEthernet 0/0” configurations. 

 

Q4: (a) What does the ip route display? Is it the routing table? 

 
Fig 75. Output of $ show ip route; in Router1 

The output shows 4 entries that make up the routing table. The first two have the code C that refers to the 

destinations of PC0 and Router 2 which are directly connected (through dynamic routing), and the last two 

entries have the code S that are static routings manually set in the configuration. It states the destinations and 

mentions neighbouring devices as paths to connect to Router 3 and PC1. 

 

(b) What does the arp display? 
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Fig 76. Output of $ show arp; in Router1 

The ARP table shows the IP addresses of the two directly connected devices, PC0 and Router 2, accompanied 

by their MAC addresses. It also shows the protocol, how long it has been connected in minutes and the interface 

of the router it is connected to. 

 

(c): What does the running-config display? 

 Fig 77. Output of $ show running-config; in Router1 

The command outputs the entire configuration that the router is built with. It includes the size of the 

configuration, the firmware version, its hostname, the IP versions that are to be enabled, the dynamic routes 

connected to its interfaces, the static routes and miscellaneous options that are not used. 

 

Q5: Repeat this with all the routers. 

 

 
Fig 78. Output of $ show ip route; in Router2 
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Fig 79. Output of $ show arp; in Router2 

 

 
Fig 80. Output of $ show ip route; in Router3 

 

 
Fig 81. Output of $ show arp; in Router3 

 

In the routing tables for each router, the connected flags are updated to whichever device is directly connected 

and static flags are updated to the devices manually set in configuration, whilst the route (noted after via) states 

the neighbouring path to take. 

The ARP tables of each router are updated with whatever device is directly connected to itself. 

 

Since the running-config for each router is very long, their individual screenshots won’t be posted here. But to 

note the differences between each router’s configuration is just their respective direct connections (through their 

interfaces) and static routing configurations. 

 

Questions 

1. What is the role of the TTL field and why is it important? 

 

The role of the Time-To-Live (TTL) field in an IP header is to reduce lost network traffic. Sometimes 

packets can get stuck in low-speed paths or in looping paths and they do not reach their destination within 

the intended window of time. While the TTL field is not important for either of the end devices which can 

both retransmit on the failure to acknowledge a packet has been received, it is helpful for the whole network 

as it removes this lost data from the network, freeing up bandwidth in the network for other 

communications. 

 

2. What are the three main characteristics of Layer 3 that you learn in this lab? 

 

The three characteristics of the Layer 3 OSI model are Addressing, Routing, and Fragmentation (or Flow 

control).  

Examples of addressing in this lesson included learning about IP addresses and MAC addresses.  

Examples of routing in this lesson included seeing the pathing through the simple network’s devices in 

Cisco Packet Tracer. 

Examples of flow control in this lesson included looking at the fragmentation of packets in Wireshark and 

seeing the different fragmentation flags in the IPv4 header. 

 

3. What is the main role of routers in a network? 

 

The router discovers the topology of the network so that flow control and can be established through the 

discovery of optimal paths between devices and through adaptation to high traffic areas, bottlenecks, and 
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failing connections. The role of the router is to control the connections between the devices on the network 

and assigns routes for them to transmit their information on based on its learning. 

 

4. CONCLUSION 
 

Wireshark and Cisco Packet Tracer are great tools for learning about simple network tasks such as routing and 

addressing. From our discoveries during these lab exercises we have been able to so visual representations of 

addressing, routing, and fragmentation and other flow control measures such as the TTL and fragmentation flag 

fields in the IP headers. Another feature of the lab was learning about ARP table which are a method of storing 

MAC and IP pairs that have been discovered from devices connected to a network. The ARP table is useful for 

saving bandwidth by reducing the need for broadcast messages on the network as the intended recipient can be 

sent information directly if its IP and MAC addresses have been stored correctly. In these lab sessions we saw 

visual representations of IP and MAC addresses many times. We learned the IP addresses come in both forms 

IPv4 and IPv6, the former of the two is a 32-bit address that uses the decimal format, and the latter is a 128-bit 

address using hexadecimal format instead. And we learned that the MAC address is a 48-bit ethernet address in 

the hexadecimal format specific to each physical device. This means that the devices distributor and name can 

often be found by cross-referencing its MAC address with listed documentation.  
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